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SUMMARY REPORT 

1. From 2 to 4 October 2023, a second preparatory meeting of the HCCH-UNIDROIT Joint 

Project on Applicable Law to Cross-Border Holdings and Transfers of Digital Assets and Tokens 

(hereinafter “the Joint Project” or “the Project”) was held at the seat of UNIDROIT and via 

videoconference. Forty-one members of the group, six members of the UNIDROIT Secretariat, and six 

members of the HCCH Secretariat participated (a list of participants can be found in Annexe II). 

 

2. The session was chaired by the UNIDROIT Secretary-General Mr Ignacio Tirado (hereinafter 

“the Chair”), with the close cooperation of the HCCH Deputy Secretary General, Ms Gerardine Goh 

Escolar. 

Item 1 on the Agenda:  Opening of the meeting and welcoming remarks by the 

UNIDROIT Secretary-General and the HCCH Deputy 

Secretary General  

3. The President of UNIDROIT, Ms Maria Chiara Malaguti, opened the session at 11:00 CEST and 

welcomed all participants. The HCCH Deputy Secretary General and the Chair also thanked the 

participants for their involvement in the project. 

Item 2 on the Agenda:  Adoption of the agenda and organisation of the sessions 

4. The Draft Agenda was adopted as proposed (the Agenda can be found in Annexe I). 

Item 3 on the Agenda:  Consideration of substantive issues (Study LXXXIIA – 

P.M.2 – Doc. 2) 

5. The Chair referred to P.M.2 Doc. 2 and called for comments on the Scope Paper, starting 

from “definitions” and “technology neutrality”. 

6. One expert sought preliminary clarification around the purpose of the meeting. This expert’s 

understanding was that it was a meeting to decide whether the future project could build on Principle 

5 of the UNIDROIT Principles on Digital Assets and Private Law (PDAPL) with respect to private 

international law issues. If so, then the question would be whether there should be a broader 

definition of “digital asset” (DA) for the purposes of private international law issues. Another expert 

sought more guidance around (i) whether experts were supposed to generate a “map of gaps” 

concerning Principle 5 and areas where useful work could be done, and (ii) whether substance should 

be discussed, given that the comments in the expert responses also touched upon material 

substance. 
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7. The Chair and the HCCH Deputy Secretary General confirmed that the Project should build 

on Principle 5, completing its part on applicable law, and that there was no intention to revise the 

PDAPL, which had recently been approved (May 2023) by the UNIDROIT Governing Council. Both 

organisations had specific instructions from their governing bodies to consider private international 

law issues, and what was now being discussed at this stage was whether the experts recommended 

that more needed to be done in relation to applicable law matters. As to mapping the gaps, the key 

question was whether the experts had elements to add to Principle 5. The HCCH Deputy Secretary 

General added that the focus of the exploratory study was on the feasibility and desirability of the 

Project, and its scope. Following the meeting, a proposal would be submitted to the HCCH Council 

on General Affairs and Policy (CGAP), indicating whether it was desirable to continue the work on the 

Project. 

8. Former members of the Working Group on Digital Assets and Private Law (“DAPL Working 

Group”) clarified that the definition of DA in the PDAPL was closely linked with the principle 

prescribing that “a digital asset is capable of being the subject of proprietary rights”; thus, the idea 

of expanding the kinds of assets to which a certain law would apply, with respect to issues other than 

proprietary issues, was clearly open. Also, at the bottom of the waterfall in Principle 5, the role of 

the private international law of the forum opened the discussion on other connecting factors. 

9. Some experts expressed concerns on the accuracy and reach of the definition of DA in the 

PDAPL. Experts from France expressed concerns around the very broad definition of digital assets in 

relation to applicable law issues and noted that it might potentially have an impact on regulatory law 

and the protection of investors. Financial instruments, such as digital securities, could be excluded 

from the DA definition in the context of the French regulatory framework according to how they 

classified control and proprietary rights. The concern expressed by the experts was that Principle 5 

might leave to the parties the possibility of evading mandatory domestic rules on proprietary issues. 

One expert noted that further discussion on Principle 5 could be needed to make it feasible to non-

common law countries. It was also queried what kind of instrument would be finally adopted, and if 

the final instrument could be a convention, i.e. hard law. A mandatory HCCH instrument with overly 

broad definitions may have an impact on the legal systems of HCCH Members. Experts took the floor 

to note their opinion that, given their concerns, unless the Joint Project would involve a reopening 

and revision of Principle 5 in relation to the concerns they had raised about regulatory matters and 

the party autonomy rule at the top of the waterfall, they would not be in the position to recommend 

the continuation of work under the Joint Project. Several experts from other jurisdictions expressed 

their disagreement with the statements made by the experts from France, [noting that Principle 5 

had no impact on overriding domestic regulatory frameworks, and] stating their preference instead 

for work under the Joint Project to continue. 

10. The Chair and the HCCH Deputy Secretary General highlighted that concerns on regulatory 

law should be discussed in this forum only in the context of applicable law questions, and not in 

connection with PDAPL definitions. The discussion should not turn on whether experts agreed with 

the definitions in the PDAPL or not, but rather on whether there were areas that needed to be 

completed for the exclusive purpose of applicable law. The Chair also clarified that the PDAPL were 

a soft-law instrument, and thus not mandatory in any case. They were available for legislators who 

wanted to adapt it into their legal frameworks. The experts could explore the possibility of enhancing 

the framework in Principle 5 covering parts uncovered or adding extra elements to the waterfall 

criteria there provided. The Chair and the HCCH Deputy Secretary General also clarified that what 

was being discussed was not a HCCH instrument but rather a joint instrument, and that the format 

of the instrument, whether hard- or soft-law, was still open to discussion.  

11. One former member of the DAPL Working Group emphasised that the PDAPL were only about 

private law and did not cover rules enforced by public authorities (regulatory law). Other former 

members clarified that a DA in the PDAPL was simply an electronic record to which a tangible or 

intangible asset could be linked (claims, rights, including securities). The link could be factual, but, 
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as a matter of law, whether a link was valid and effective was dictated by the applicable law, which 

would indeed be one of the issues the Project aimed at examining. The experts should thus discuss 

the extent to which a State might dictate under its law that the electronic record itself embodied a 

financial asset for regulatory and policy purposes, and not leave the digital asset to dictate the law 

governing the link. 

12. Many experts agreed that nothing in the PDAPL suggested that a State could not put 

regulatory limits on the applicable law of financial assets traded on its markets, and that there was 

no contradiction between regulatory law in a certain State (including under EU law, e.g. the Markets 

in Crypto-Assets Regulation) and Principle 5. If a State passed a statute prescribing when there was 

an effective link between a security and a digital asset, provided that such was the applicable law, 

that statute would be of special relevance to that specific type of asset over general law and would 

apply as a matter of substantive law. This regarded not only the field of digital securities, but also 

company law (voting rights in a general meeting, corporate actions relating to bond issuing). It was 

remarked that it was part of the work under the Project to establish the most suitable rules for 

markets and clarify what the applicable law would be in each context. In terms of methodology, the 

Joint Project should treat each country's national law as if it were in a black box and identify the 

principles on applicable law from the perspective of courts. Courts that wished (or were bound) to 

apply a certain mandatory law (such as French law) would certainly consider that law and apply 

regulatory rules that covered proprietary aspects. 

13. One expert from France recalled that, in France, as in many other civil law jurisdictions, the 

civil code established rights of possession or ownership on securities, but numerous commercial and 

financial laws applied to give effect to those rights with much more detailed prescriptions (including 

regulatory law prescribing that custody recognise ownership rights in the securities). In French law, 

many “proprietary issues” of Principle 5 would fall under regulatory law. Principle 5 would cover 

proprietary issues in respect of DA and, from a French law standpoint, if the final instrument resulting 

from the Project were mandatory, it would override French regulation.  

14. The Chair welcomed the explanations and posited that a lack of separation between the digital 

asset and the security itself might be a specificity of the French system that needed to be discussed, 

but it was not necessarily linked with other civil law countries. Hard law would override French law 

only if France approved such an instrument. The Chair added that a French regulation that identified 

a specific conflict-of-law rule which safeguarded the French system would be perfectly applicable in 

the context of the PDAPL and would not contradict any of their content, including Principle 5. The 

Chair emphasised that the PDAPL had received significant endorsements from many countries of the 

world and that they had been discussed following a standard methodology which included the 

formation of a working group with experts from all legal families, plus the input of dozens of observer 

institutional organisations and even a greater public consultation over several months. The HCCH 

Deputy Secretary General underscored that the Joint Project was an international collaboration that 

should build on Principle 5 of the PDAPL while remaining entirely consistent with it, and that feasibility 

was indeed the basic question put forward. 

15. In this regard, one expert proffered the question as to whether the purpose of the Project 

was to augment Principle 5 (in which case the resulting instrument, including definitions, would apply 

only in States that had enacted legislation based on the PDAPL) or rather to produce free-standing 

choice-of-law rules entirely consistent with Principle 5, but which could also apply in States that had 

not enacted legislation based on the PDAPL (thus possibly expanding the reach of the local instrument 

by indicating to other States’ courts that they should apply the law of a PDAPL-enacting State). 

16. The Chair and the HCCH Deputy Secretary General confirmed that the aim was to elaborate 

free-standing choice-of-law rules entirely consistent with Principle 5, as the other option would entail 

the risk of fragmentation and uncertainty.  
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17. One expert asked for clarification concerning the extent of the expressions “enhancing” or 

“adding extra elements” to Principle 5, as the difference between those expressions as opposed to 

the term “revising” is not easy to discern. 

18. The Chair reminded the experts that, while the definition of DA was broad and designed to 

encompass all electronic records, Principle 5 was rather limited in scope and did not cover many 

aspects that needed to be enhanced by identifying the applicable law, such as contractual aspects or 

linked assets (even though this might be less relevant for the French legal system in light of its law 

on securities). The collaboration with HCCH was an opportunity to cover these aspects. A former 

member of the DAPL Working Group added that it had been decided not to adopt any substantive 

law principle on linked assets, as a DA might or might not be linked to another asset, and it was up 

to the applicable law to define the existence and the nature of that link. As Principle 5 did not include 

any parameters to identify the law applicable to linked assets, it effectively left room to discuss on 

how to enhance it. 

19. The HCCH Deputy Secretary General suggested to look at the debated issues, including 

definitions, from the angle of the areas of work that the Joint Project might develop. Reference to 

the term “tokens” in the title of the Joint Project had been intended to open up avenues to discuss 

other definitions and possibly enlarge the scope. 

20. The Chair specified that the PDAPL had a definition in the interest of the Principles 

themselves, being a soft-law instrument to guide legislation in a country, and if a country was willing 

to implement the Principles and exclude certain types of digital assets, this was not against the 

Principles. The PDAPL were not a treaty but rather offered guidance for legislators. 

21. A certain preference was expressed by several experts for the Project to proceed, and 

perhaps to conclude with a soft-law instrument. This solution would allegedly be more flexible and 

therefore more susceptible to embracing different legal traditions and domestic laws, but also to 

adapting to the moving target of the digital world. A hard-law instrument, on the other hand would, 

according to these experts, have its content frozen at the moment of conclusion.  

22. Some experts highlighted the need to maintain a comprehensive approach and strict 

coordination between the definitions in the two instruments, so as not to create two disconnected 

instruments.   

On definitions 

23. The Chair suggested to move ahead in the discussion and look into the possible subject 

matter of future work, such as applicable law rules on linked assets, or the meaning to be attributed 

to the word “token”, particularly if a more granular definition of aspects concerning tokens would be 

necessary.  

24. Some experts suggested to continue the discussion on definitions from the angle of the scope 

of the project, i.e. look into what would be useful to cover, drawing a line between what was already 

covered in the PDAPL, and what remained outside. Only then would it be possible to label further 

elements. Other experts suggested a functional approach that could look at key features that would 

clearly mark the entity. The definition of token should also be abstract and technologically neutral, 

to provide certainty to market participants and jurisdictions. 

25. Many experts agreed that there was a need for more granular definitions − not only of the 

term “token”, but of all the terminology used in the “crypto space”. However, the need for granularity 

should be balanced with the principle of technology neutrality, as at a certain moment the need for 

granularity would generate consideration of specific technological contexts or solutions. The concern 

was also expressed that granularity should be conjugated with the normal rate of evolution of the 
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markets for tokens and crypto assets, as opposed to securities, which still appeared immature. A 

functional approach to definitions might be internally contradictory with the quest for more 

granularity. A detailed analysis of uses, cases and situations that might fall under the definition might 

be useful to discuss the rules on conflicts of law and determine what connecting factors would be 

most appropriate. 

26. One expert noted that, when defining digital tokens, there was the need to consider the 

interplay between tokens and the types of transactions that the Project should cover. If the group 

decided to deal with situations such as holdings or transfers, the definition of DA could be too narrow 

and there could be a need to connect the kind of transaction with the types of tokens that were 

involved in that transaction. In this sense, there was a need to identify in a more granular manner 

what kinds of tokens might be covered. 

27. The Chair noted that the PDAPL deliberately had chosen a definition which would comply with 

the most widely used commercial types of digital assets. A former member of the DAPL Working 

Group noted that “token” in the Scope Paper was interchangeable with DA in the PDAPL, whether or 

not linked to any other entity. DA would cover, for example, bitcoin, but also tokenised applications 

of real-world assets, with possible economic exposure, and any other element to which it could be 

linked. The PDAPL definition was functional and regarded the form and not the substance. The expert 

explained that a DA, within the definition, could either not be linked to another asset or could be 

linked (as a matter of applicable law) to another asset.  The DA was thus like a piece of paper, which 

could be linked to an obligation or a claim by law: this hybrid asset (paper plus obligation) is a 

documentary intangible (such as a negotiable instrument, a bearer debt security, a share certificate). 

The obligation to which the paper (or the DA) is linked could be the subject of specific legal regulation 

(such as the law regulating securities), and that specific law would then govern the hybrid asset. In 

the same way that the private law governing a piece of paper continues to apply to a documentary 

intangible, the private law governing DAs would continue to apply to the hybrid asset, but the specific 

law governing the asset to which the DA is linked (eg the security) would be likely to be more 

important.   From a conflict-of law angle, there are already rules governing the determination of the 

law applicable to the asset to which the DA is linked (eg the security).  The determination of the 

applicable law to the hybrid asset (the ‘linked asset’) is within the scope of the Joint Project, and, 

while when considering the DA on its own, its function should not determine the applicable law, when 

that DA is linked to another asset, different considerations apply.  For these reasons, the term “token” 

would still be embraced by the definition of DA. 

28. Some experts also clarified that the notion of control in the PDAPL definition of DA was never 

meant as a reference to any specific legal term from common law jurisdictions. The notion of control 

in the PDAPL was meant to be functional and jurisdiction-neutral, as a transnational substitute for 

possession, as the most common ground among all civil and common law lawyers. Control in the 

PDAPL is a factual concept, that can have legal consequences, but it is different from the notion of 

control in any other legal system in particular. “Proprietary issues” being the primary concern, the 

idea was to achieve a definition that would clarify which entities could be the subject of proprietary 

rights. 

Economic value 

29. The HCCH Deputy Secretary General queried if, as raised by one of the experts, the issue 

whether economic value should be included in the definition of DA deserved discussion. 

30. Most of the experts expressed the opinion that whether the DA had a stable or fluctuating 

value was a matter that fell outside the scope of the Project and should be left to the market. A 

former member of the DAPL Working Group recalled how this issue had been thoroughly discussed, 

with the policy decision not to add value as part of the definition, as a digital item might have no 

value at some point in time, but still it would not cease to be a digital asset in the sense of the PDAPL 
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(i.e., an item susceptible to being the subject of proprietary rights that can be linked to other entities, 

such as claims or rights). Another expert noted that many transactions were related to assets with 

no economic value, but might have a different value, such as a sentimental or other value.  

31. As to the issue of technology neutrality, the experts agreed that any reference to a specific 

technology should be avoided to the maximum extent possible, including concerning the 

infrastructures on which DA work, such as platforms and distributed ledger technologies (DLTs). 

Some experts supported the view that a more specific approach might be needed and particularly a 

more granular definition of digital assets and tokens by reference to key features in connection with 

the types of transactions or legal situations that the final instrument would cover. One expert drew 

attention to whether the future instrument intended to cover the ecosystem that was being built in 

the “crypto space” (crypto-assets, cryptocurrency) and on the blockchain, especially on Ethereum 

(environmental, social and governance (ESG) and sustainability companies), or rather just the legal 

issues regarding digital securities. Thanks to blockchain technologies, proprietary rights – and thus 

markets – were also being developed in environments such as online gaming, which were previously 

consistently claiming that there was no property in the digital environment. Experts noted that 

striving for technology neutrality in the Project should not be taken to a point that would make the 

Project meaningless.1 

General discussion on applicable law and transactions 

32. The Chair recalled the need to move beyond the proprietary aspects of digital assets and 

discuss issues of law applicable to contractual aspects. 

33. The experts mainly expressed the opinion that work on contractual aspects might be 

considered, as the crypto space was very dynamic in terms of transactions or transfers, but also cast 

some doubts on whether a digital asset transfer would truly imply special needs compared to an 

ordinary sale. As a general approach, what is new should be defined, and then the focus should 

exclusively be on that. There was no need to reinvent choice-of-law rules or any other rule just for 

the sake of it, but rather to focus on the new elements, specific to digital assets, that needed legal 

adaptation, without cutting across existing rules and existing principles, including the HCCH Principles 

on Choice of Law in International Commercial Contracts. 

34. Some experts noted that useful work might be done on transactions in crypto-assets and in 

the area of smart contracts that might move digital assets, implying a transfer of property. In this 

case, there could be a need to know which law applied to that transfer or in case of wrongful 

appropriation by a smart contract. Some experts pointed to the specificity of platforms, i.e. when a 

party voluntarily joined a platform or took an action/made a transaction within a platform which was 

subject to certain protocols, or to smart contracts, and to what extent the choice of law that governed 

the initial transaction or was embedded in the system was valid and the chosen law might govern 

further transactions on the platform, since this deviated somewhat from ordinary behaviour in the 

non-digital world. The distinction was made regarding the transfer of DA in centralised and 

decentralised models. As to centralised models, the main issues were (i) whether there was a valid 

choice of law at the moment of joining the platform, and (ii) what the extent of the choice of law was 

in relation to transactions not concluded between the same parties (the user and the operators of 

the platforms) but rather between the user and other users within the platform. With regard to 

decentralised models (DLT), there would be merit in discussing the possibility that joining a DLT 

 

1 In an email dated 8th December 2023, experts from France that participated in the meeting stated their 

disagreement with the group’s view that any reference to a specific technology should be avoided. In their 

view: “(T)he excessively extensive definition of “digital assets” used in the UNIDROIT principles as an 

electronic record which is capable of being subject to control”, leads to a uniform treatment of a wide 

variety of assets ignoring their intrinsic different characteristics.” 
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model implied joining a multilateral agreement that would in turn regulate any kind of transaction 

within the system. 

Digital vulnerability 

35. The experts’ views seemed to converge in that consumer protection was usually outside the 

mandate of an international uniform law instrument. However, transactions did change significantly 

when they occurred in the digital environment, and it might be reasonable to refer to the asymmetries 

that occurred in a digital environment when parties might be weaker because of the position they 

hold in the digital infrastructure itself. Traditional categories blurred in a digital environment, where 

it was not an issue of a business-to-business or business-to-consumer relationship, but rather of 

platforms versus users, and contracts were mainly non-negotiable. The assumption was that, in 

transactions concerning digital assets on large platforms, there could be an imbalance that might 

require specific attention. Several experts agreed that this imbalance might be captured by the 

reference to “digital vulnerability”, while references to consumer protection might result inadequate. 

This was also reflected in the language of most recent EU law on platforms (“Digital Services Act”). 

Caution was expressed on the need to be up-to-date on the continuous changes occurring in the law 

of platforms around the world, especially as regards regulatory law. 

36. The HCCH Deputy Secretary General recalled the relevance of original input from a group of 

experts from the United States, giving very concrete examples on how to go forward in relation to 

applicable law and transactions. The experts who conducted the research referred to the 

“transactions-based” methodology they used to test Principle 5 against the background of different 

types of transactions. They concluded that most proprietary issues were addressed within the scope 

of Principle 5, but some proprietary issues remained unanswered and might be augmented. 

Linked assets 

37. As to linked assets, some experts raised the issue whether, given the distinction between the 

electronic record (to be treated as an envelope) and linked assets, there could be the risk that the 

application of different laws to envelopes and real-world assets might bring about “digital inflation” 

(i.e., a critical situation with multiple digital assets linked to a single underlying asset). 

38. Experts agreed that it would be ideal if, in many situations, choice-of-law rules resulted in 

applying the same rules to both the envelope and the content in the envelope. However, there were 

cases, more often than one might think, where the envelope could be governed by a different law 

than the content thereof. One expert referred to the examples of (i) a stable coin that represented 

a portfolio of different currencies, each currency governed by different laws, or (ii) a token 

representing a number of claims governed by different laws. In these cases, it would make sense to 

submit a token to a different law (as provided, e.g., by article 145A of the Swiss code of private 

international law). Many experts pointed out that it was not possible to harmonise the rule as to what 

law governed proprietary interests in movables, immovables, intellectual property, rights to 

payment, tangibles and intangibles, or different types of property, and that having one choice-of-law 

rule for all types of linked assets would be an endeavour doomed to fail. Instead, it would be 

reasonable to examine different types of “linked asset transactions”, such as when the linked asset 

was an intellectual property right, a receivable, a physical commodity such as gold, or immovable 

property such as land. The group might try to identify a framework of principles on choice of law for 

each of those types of property, taking their specificities into account. 

39. Experts, including former members of the DAPL Working Group, agreed that this was a key 

point that the Project could address: the designation of the law that identified the digital asset 

(envelope) and the linked asset (the content of the envelope), whether the envelope really existed, 

and the nature of the link itself. It was clarified in this regard that the PDAPL had not covered the 

very existence and nature of the link. One expert also expressed the opinion that it was beyond the 
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scope of the Project to define whether links were strong or ineffective, or if the NFT and the linked 

entity circulated together or not; rather, the aim was to decide the law prescribing the nature and 

strength of the link. 

40. Some experts pointed out that in French law there was no notion of a second asset, but only 

the one under the linked asset − the French judicial system only looked at it as one single asset. 

While the distinction between a DA and a linked asset was clear when an asset was issued on a 

blockchain, it would be less clear when it regarded assets such as cryptocurrencies, bitcoins, stable 

coins, and NFTs, and the distinction between the security and the right in the security, particularly 

in the case where a security was entitled to an account and the registration or entitlement to that 

account might be subject to a different law than that for the underlying security. 

41. One expert clarified that, in this case, the registered ownership would depend on the law 

governing the issuer, but the security entitlement between the depository and the broker would 

depend on the choice of law in such an agreement, and the entitlement between the broker and the 

investor would depend on the law chosen on that account. More generally, different bodies of law 

might govern the DA and the linked asset, and this was the reason why the PDAPL considered one 

simple set of rules for the DA and then referred to other law. With regard to securities, if the national 

law prescribed that the security was one single unified asset (or not), it did not really functionally 

matter because once the law governing the security provided that it was embodied in that digital 

asset, the result was the same. 

42. It was also explained that, with reference to tokens and tokenisation, there was a need to 

distinguish between a token and an asset (or any reference falling between the two); thus, by 

implication, the asset could not be a token. A token that represented real estate could be governed 

by the law of the country where the immovable was located; in other cases, the two might be 

dissociated. The proprietary law that governed a certain asset should allow this, as tokenisation 

needed to be open to the possibility of linking tokens to further entities which were conceived under 

other law. 

43. With regard to the risk of “digital inflation”, one expert expressed the opinion that property 

or commercial law would never be able to avoid the duplication of assets, as once that the asset was 

issued and circulated between countries, it would be impossible to say which legal order would have 

the last say with the ultimate person holding the asset. It was a regulatory problem and not a private 

law issue. Property law was only one means to prevent digital inflation, but it would not work insofar 

as there could be conflicting properties. Therefore, the answer was to opt for strict standards of 

regulatory law, and if regulation also failed, then to refer to courts to find a solution and/or distribute 

the losses.  

44. One expert pointed out that, in France, there was a solution as to linking digital assets to 

securities, while in England there was still debate on whether a share or an equity security could be 

successfully linked with a digital asset. This was why there was a need to know what law applied to 

the link (and know whether it was effective). This should be done for a large number of different 

situations outside the securities context. An example to clarify could be an NFT that purported to be 

linked to the Mona Lisa in France. The link would evidently not be effective, but in order to arrive at 

that conclusion, it would be necessary to assess it under the relevant applicable law. 

45. The Chair recalled that linked assets still needed discussion and adjourned the session for 

the day. 

Contractual aspects 

46. Since the Joint Project commenced as a continuation of the PDAPL, which provided guidelines 

on proprietary matters related to digital assets, a discussion was held on the desirability of expanding 
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the scope of the Joint Project and including work on contractual matters. Experts discussed whether 

the Project should: (i) include considerations related to the applicable law rules in contractual aspects 

in transactions of digital assets; (ii) cover other matters, such as transfer of ownership, succession 

and tortious issues; and (iii) include issues related to consumers.  

47. Experts noted that the content of the discussion would depend on the nature of the future 

instrument of the Joint Project. Some experts supported the expansion of the discussion to cover 

contracts other than the custody agreement. The Chair clarified that if a soft-law instrument were to 

be undertaken, the content of the analysis might need to be substantially increased, since, amongst 

other objectives, soft-law instruments sought to provide guidance, and this could be achieved not 

only by stating what was relevant and why, but also by explaining why a specific topic did not need 

to be covered, or how the existing rules would apply. For instance, it would be necessary to provide 

guidance on why ordinary contract principles would or would not apply to contracts, such as smart 

contracts, related to digital assets. Experts noted that a hard-law instrument would require more 

political support and would probably not consider all the contractual aspects. 

48. Regarding consumer protection, experts outlined the difficulties in distinguishing between 

business-to-business cases and transactions that were traditionally covered by consumer 

transaction. Experts noted that the exercise of delineating what was a consumer transaction and who 

was a consumer would be challenging. It was pointed out that covering consumer transactions would 

also require reaching consensus on consumer rules, especially in the case of a hard-law instrument. 

Some experts recalled that other international instruments, such as the Hague Principles on Choice 

of Law in International Commercial Contracts, chose not to cover consumer transactions because of 

those difficulties. Some experts also suggested that the discussion not immediately be limited to 

business-to-business situations, as some systems enabled peer-to-peer transactions and directly 

involved consumers. Many experts agreed that there was no need for separate rules for consumers 

and suggested to apply the rules to both business-to-business and consumer transactions, in order 

to provide more certainty and achieve a uniform approach. 

49. The discussion then shifted to the transfer of ownership and the applicable law.  

50. One expert pointed out the necessity of distinguishing between substantive law and choice 

of law. It was noted that substantive law, referred to as “other law” in the PDAPL, covered issues of 

transfer of proprietary rights (Principle 3(3)), while choice of law was discussed in Principle 5, which 

covered proprietary issues. 

51. One expert noted the importance of addressing the close relationship, and difference 

between, a contract and the question of whether there had been a transfer. Experts noted that 

whether a contract was transferring property or not would be a proprietary issue rather than a 

contractual one, despite the strong dependence upon the contract.  

52. Some experts supported the inclusion of transfer with proprietary effects, such as transfer of 

ownership, noting the importance of not affecting or touching upon the proprietary effect itself. 

53. In relation to transfers, one expert noted that including succession (or not) would depend on 

the type of transactions to be covered in the Joint Project. Focusing on transfers naturally led to 

having to include considerations relating to succession; in contrast, if the focus were on economic 

activities and commercial transactions, succession would be excluded, in line with the traditional 

distinction between commercial and other types of transactions that were more related to family law 

or succession. It was further noted that commercial transactions were mostly related to purpose and 

it was possible to sell an asset which had no value or had a fluctuating value, such that the final 

value of the asset would not be known either before or after the transaction. In light of this, it was 

noted that the earlier discussion at the present meeting had come to the conclusion that the element 

of economic value did not need to be added to the definition of digital assets. 
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54. The discussion moved on to tortious issues. Linked with the issues on contractual aspects, 

many experts agreed on the relevance of work on applicable law to proprietary and contractual torts. 

Experts highlighted the importance of including the proprietary aspect, as it would cover cases of 

claiming property in torts, and the contractual aspect because of the difficulties in distinguishing 

between proprietary and contractual aspects. 

55. Experts pointed out the challenges related to characterisation, noting that contractual issues 

in one jurisdiction could be considered tortious issues in another jurisdiction; for instance, hacking 

accounts to steal assets might be classified as a tort in some jurisdictions. It was accordingly 

proposed to adopt a functional delineation and exclude tortious issues relating to injuries to person 

or property, similar to the text of the UN Convention on Contracts for the International Sale of Goods 

(CISG).  

56. Experts questioned whether the scope of the Joint Project should include liability and 

damages as a consequence of a transaction with or without an economic component. The example 

provided was the transfer of digital assets such as NFTs and avatars which contained malware and 

caused damages. Most experts agreed on adopting a narrow approach by limiting tort coverage to 

proprietary and contractual matters and excluding personal liability and personal damage issues. 

One expert noted that tortious issues, including damages, which resulted in economic loss would 

merit consideration, as it would not be covered under the general issues of tort. The example given 

was negligence in the code of smart contracts, as happened in the DAO incident in 2016. Participants 

agreed on excluding cybersecurity and criminal issues, which were excluded from the HCCH’s 

mandate and would fall outside of the scope of the Joint Project.   

57. In closing the discussion on contractual aspects, the Chair outlined that there was support to 

include work on contractual issues, as well as on tortious matters which were adjacent to contractual 

and proprietary matters. The Chair remarked that there were concerns on the delineation of tortious 

issues, in particular on whether to cover general liability and personal damages, and noted that the 

example of damages caused by malware in a digital asset would be useful to establish clear 

boundaries.  

Applicable law: substantive matters (linked assets, digital twins, novel assets) 

58. With reference to applicable law and substantive matters, experts were invited to consider 

issues related to linked assets, digital twins and connecting factors. The HCCH Deputy Secretary 

General queried whether the contractual, proprietary, and tortious issues would refer specifically to 

digital assets as a whole, to linked assets, or to a subset of linked assets. The responses varied for 

the different categories of issues. Some experts commented that linked assets were discrete as they 

required determining the law applicable to the link. On the contrary, contractual or tortious matters 

would apply equally to both linked and unlinked assets.  

59. Clarification was sought as to the difference between a digital twin and a linked asset. Many 

experts noted that the difference between digital twins and linked assets lay in representation of the 

asset and the different rights embedded. While linked assets embedded an interest or a right and 

represented a value or an asset, digital twins were mimicking and equivalent representations of 

assets in a virtual world. It was further noted that the type of representation had certain implications, 

especially in the context of transfer; in particular, whether a transfer in the virtual world would follow 

the same rules of transfer that were used in the physical world. The importance of transferability was 

pointed out, noting that non-transferability in the virtual world would not disqualify the asset from 

being a digital twin.  

60. Some experts remarked that the same question would arise, and the same rules would apply 

to both linked assets and digital twins. Issues related to digital twins and triplets could be explained 
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with existing concepts. One noted that “replicas” did not consist of novel elements which merited a 

new approach to legal solutions; the existing rules would suffice.  

61. Regarding the definition of digital twins, one expert noted that digital versions could not be 

called digital twins because modifying the digital version did not instantaneously change the real 

asset. Some experts remarked that the term “digital twin” was not a legal concept and did not 

correspond to definitions accepted in the blockchain context but rather was used in the immersive 

online world. Examples were made of the metaverse creating replicas of real-world assets and of the 

blockchain version of a university degree. Some experts also noted that linked assets differed in that 

they referred to real-world assets; an example of linked asset was a digital asset linked to a painting 

and giving rights to it.  

62. One expert remarked that the discussion was on choice of law and choice of law in relation 

to whether a link existed − and whether it was effective or not. It was noted that the link could take 

different forms; it could be a transfer of the real-world asset, or it could be another (ineffective) type 

of link – for example, a stablecoin linked to the reserve, held without embedding any property rights 

in it. It would therefore be necessary to look at the question of choice of law in order to decide both 

the existence and the nature of that link, as what needed to be decided was whether the Project 

would limit its investigation of the choice-of-law rule to the location of a digital asset.  

63. In the context of digital twins, it was queried whether it was desirable to extend the scope 

of the choice of law for the link to non-digital assets. Regarding the scope, many experts suggested 

removing the concept of digital twins from the scope of the Project, while some experts suggested 

to include it only to the extent that the assets were digital assets or linked assets.  

64. The HCCH Deputy Secretary General noted that eliminating digital twins from the scope of 

the Project could be done, if the experts agreed that it was necessary. She noted that digital twins 

were digital replicas of real-world assets but were not necessarily linked to real-world assets. She 

queried whether “digital triplets”, as the real-world data stream in relation to both the real-world 

asset and the digital twin, would merit consideration in the Joint Project. She added that, in the 

context of digital twins and triplets, there were already several instances of  arbitration claims dealing 

with contractual aspects, such as contractual fraud, as well as with the issues of when a link between 

the two virtual assets existed and what would be the applicable law.  

65. The discussion highlighted the differences in definitions and characterisation. To facilitate 

characterisation of, among other things, linked assets, digital twins and digital triplets, it was agreed 

that more definitional work should be undertaken. It was further supported not to limit the 

discussions to external definitions and labels but rather examine the issues carefully and openly and 

consider providing new or different definitions. 

66. Regarding linked assets, it was suggested to be agnostic as to the kind of linked asset. Some 

experts supported the view of excluding transfer of real-world assets that conferred interests in 

digital assets.  

67. The Chair pointed out the importance of limiting the scope to digital issues, as this was in 

line with the material scope of the PDAPL but explored issues beyond proprietary aspects. He further 

noted that the mere fact that existing laws would already cover the issues did not justify an exclusion. 

He added that the Joint Project should consider providing guidance as to how digital assets fit into 

existing legal rules and why a specific rule was not required. 

68. The discussion moved to the connecting factors, and experts were invited to express their 

views by distinguishing between linked assets and non-linked assets. Experts noted that the relevant 

question was why the digital environment required different treatment and different applicable law 

as opposed to the non-digital environment. It was suggested to start with basic scenarios and explore 
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whether and why the current PDAPL would not apply to situations involving linked assets, and then 

to explore whether more connecting factors were needed and identify the connecting factors based 

on the type of assets and the link.  

69. The HCCH Deputy Secretary General queried as to what the connecting factors would have 

been in relation to the link between two virtual assets. Experts stressed the importance of addressing 

the question of applicable law to determine (i) whether a legal – rather than factual – link existed 

between the digital asset and the asset to which it purported to be linked, and (ii) how strong or 

weak the link was in terms of whether the purportedly linked asset would follow the primary asset, 

for example in case of transfer. It was added that, in relation to linked assets, it was necessary to 

first focus on what the applicable law would govern and, in particular, on whether the transfer of 

control of the underlying digital asset would “carry” or otherwise affect the proprietary rights of the 

linked asset.  

70. Some experts observed that Principle 5 could constitute a good starting point for the 

consideration of the connecting factors but pointed out the necessity of adding more connecting 

factors to the fallback rule to better reflect the digital reality. One expert proposed to consider five 

possible connecting factors: (i) type and function of the digital asset; (ii) existence and type of link; 

(iii) “subjective” scope (parties involved, including business-to-business and consumers); (iv) the 

location where control over the digital asset was asserted; and (v) where the digital asset was stored. 

71. One expert suggested to distinguish connecting factors based on whether they applied to 

consumers, considering that many jurisdictions adopted a different approach between business-to-

business and business-to-consumer transactions and often did not allow for a choice of law where 

consumers were involved. It was noted that, for policy reasons, it was important to explore to what 

extent it would be possible to allow for a choice of law, especially in relation to the link. The expert 

added that this would have the following matrix structure: (i) the quality of the parties, first focusing 

on business-to-business situations and then considering policy issues and situations of consumer 

protection where weaker parties were involved, and (ii) the connecting factors based on the different 

scenarios and types of assets. This proposition was supported by some other experts. 

72. To the contrary, another expert suggested to distinguish based on the condition of the assets 

themselves, specifically on the underlying assets, rather than on the condition of the parties. 

73. Many experts further suggested to address the different levels of party autonomy and the 

connecting factors by dividing linked assets into subcategories. This was reflected in the response 

submitted from a U.S. perspective to the iterated Scope Paper, which identified land, goods, 

intellectual property and receivables as four different types of linked assets requiring special 

considerations. It was noted that especially for land, overriding mandatory rules would limit party 

autonomy. This analysis found support, and it was further suggested to add more assets to that list. 

One expert remarked the importance of also considering the lex situs, which would not always allow 

a transfer of real-world assets, such as land, by merely transferring the digital asset.  

74. Experts noted that consumer law was a policy issue protected by legislators. The Chair noted 

that, despite the fact that, as a regulatory matter, it would fall outside the scope of this Project, it 

was still necessary to determine applicable law in related matters. 

75. One expert expressed the view that the law applicable to the link would benefit from a hard-

law convention, which would provide legal certainty to third parties involved. The HCCH Deputy 

Secretary General noted that, based on historical experience at the HCCH, a hard-law instrument 

would be effective but noted that the form of the future instrument of this Joint Project was undecided 

at this stage. The Chair added that hard-law instruments required strong political support. One expert 

suggested to consider providing an analysis on the advantages and disadvantages of hard-law and 

soft-law instruments for this specific Project. 
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76. The Chair noted that there seemed to be consensus on the desirability of conducting 

extensive work on “linked assets”, which were not defined in the PDAPL or considered in Principle 5, 

and that the consideration of this topic would need to be granular, divided into different parts 

depending on the list of factors described above.  

77. The discussion then moved on to consider connecting factors for digital assets as a whole, 

focusing on Principle 5. It was highlighted that Principle 5 offered certainty in two ways: (i) it provided 

ex-ante certainty to parties involved, in that the parties would know what rule or law would apply in 

relation to proprietary issues; and (ii) it offered certainty in disputes, as it provided courts with a 

reference tool. It was further noted that the PDAPL Commentary recognised that a conflict-of-law 

rule would always be imperfect.  

78. With regard to the “waterfall” approach in Principle 5, experts from Brazil expressed their 

reservations. They noted that, although Principle 5 was a good starting point, its incorporation by 

legislators and application by courts might pose challenges. They outlined that most civil law 

countries and private international law instruments, such as the Rome Convention and the Rome I 

Regulation on the law applicable to contractual obligations, adopted cumulative rather than cascade 

approaches for connecting factors. They further noted that the cascade approach did not contain 

stable connecting factors and therefore would not lead to predictable results and legal certainty in 

complex cross-border situations involving digital assets, as it rendered it difficult to understand how 

one rule would step in for another rule. Concerns were expressed particularly as to whether the 

absence of stable objective connecting factors would be conflicting and overlapping with the 

overriding mandatory rules of the forum. They referenced the Brazilian regulatory framework which, 

although limiting party autonomy in choosing the applicable law related to transactions that involve 

securities, was not applicable to cross-border transactions. Instead, it was limited to transactions 

involving Brazilian securities markets or parties located in Brazil. Therefore, party autonomy would 

not be harmful. In light of this, they pointed out the necessity of conducting more work on this 

matter, possibly in a hard-law instrument which would establish overriding mandatory rules of the 

forum and would clearly provide for a hierarchy of rules in a legal system. 

79. Many experts responded by stressing that cascade approaches were adopted in different 

private international law instruments, including the Rome Convention and the Hague Securities 

Convention, and did not seem to raise issues in their application in civil law countries other than 

Brazil. The Chair added that the drafting and consultation of the PDAPL had not received any negative 

comments as to the methodology using a waterfall structure, to the extent that the different steps 

were clear, and there was a precise hierarchy. He further noted that the PDAPL were conceived to 

be incorporated as law within a State and therefore would not contradict other laws of the State. 

80. Turning to the connecting factors, the participants expressed their views on the possibility of 

adding connecting factors and the format that this would take.  

81. With regard to Principle 5, concerns were raised with regard to regulatory aspects, especially 

in case the outcome of the future instrument of the Joint Project was intended to be hard law. 

82. Some experts expressed concerns on the first two connecting factors of Principle 5 on the 

basis that they left a margin to the actors to obviate the regulatory law. Using the FTX case as an 

illustration, it was stressed that concerns arose not when an entity provided services related to digital 

assets to residents in the same country where it was regulated, but mainly in cases an unregulated 

entity operated in another country without any authorisation. It was clarified that the main concern 

from the French perspective regarded forum shopping and the fact that some issuers or other 

intermediaries could choose the applicable law. The example of an entity incorporated in State A, 

operating in State B and choosing the applicable law of State C, was presented to support this view. 
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83. Many experts highlighted that the PDAPL, and in particular Principle 5, were limited to private 

law, in particular to proprietary issues, such as issues of ownership and transfer of ownership of the 

digital asset, and did not interfere with regulatory law. However, experts from France stressed that 

the term “proprietary” was perceived under French law as encompassing public aspects, touching 

upon regulatory issues. Although the conflict-of-law rule applied to proprietary issues, it produced 

effects upon third parties and could raise issues of regulatory arbitrage. In addition, some experts 

had concerns as to what would be the law applicable to contractual issues between investors from 

different countries who transferred digital assets through a custodian. It was noted that the order of 

the connecting factors of the waterfall would still be followed. It was further suggested to elaborate 

on the concept of “proprietary issues” and clarify what counted as proprietary issues, to avoid 

interpretations that could undermine a state’s ability to regulate in protection of certain weaker 

parties. 

84. In relation to the regulatory concerns, some experts debated the level of protection of 

investors/clients in comparison to other assets such as shares of stock purchased from a seller 

located in one country through an intermediary (such as a securities brokerage firm) based in another 

country. The experts who expressed regulatory concerns commented that the digital asset market 

was new compared to other businesses, such as in the banking sector or e-commerce. They added 

that, in light of the technology, lack of experience and lack of regulation, the risk and the propensity 

for harm were higher. One expert took a different view and explained that the situation was similar 

to e-commerce with consumer goods, or to the banking industry, which became more regulated over 

time.   

85. One expert pointed out that these regulatory concerns regarded regulatory arbitrage, not 

forum shopping. He confirmed that choice of law in a contractual relationship might pose issues for 

consumer protection in certain jurisdictions. Some experts added that the best way of addressing 

such issues was to place them under control by creating levels of protection similar to the UNIDROIT 

Convention on Substantive Rules for Intermediated Securities (“Geneva Convention”) or EU 

harmonisation practices. The example of the U.S. perspective was referenced, in that it focuses on 

strong, protective good-faith purchase and take-free protection for the purchaser, leading to a race 

to the top to choose a law with the highest protective levels for investors. It was noted that this 

approach would benefit issuers: higher levels of protection of investors’ proprietary rights would 

mean more incentives for investors to acquire.  

86. Another expert reflected upon the differences between transfers of assets in regulated 

markets and transfers in unregulated markets. By referencing the recent cases of Binance and 

Coinbase and the proceedings brought against them by the U.S. Securities and Exchange 

Commission, it was noted that whether or not a digital asset was regulated (for example, by way of 

a financial regulation) was key in the discussion and could generate different results. 

87. Some experts suggested to address the regulatory concerns in an expanded commentary, 

clarifying the boundaries between regulatory and proprietary issues and pointing out that the 

exercise of regulatory control and any overriding mandatory provisions would not be affected by the 

text of the Principles. It was noted, though, that clear reference already existed in Principle 5. The 

Chair specified that Principle 5(20) envisaged that, in case of a regulated custodian, the regulatory 

authorities may wish to restrict a custodian’s choice of law for the custody agreement or other issues. 

88. In light of the concerns raised on regulatory arbitrage and forum shopping, the Chair 

confirmed such challenges in the realm of linked assets and financial instruments, especially in 

relation to weak party protection issues which would be linked with regulatory arbitrage. He pointed 

out that addressing them was one of the objectives of the Joint Project. He clarified that the PDAPL 

were a soft-law instrument and served as a guide or proposal for adoption by legislators. Nothing 

prevented regulatory laws from limiting the use of the Principles, or legislators from partially 

incorporating the Principles with an exception for specific transactions or with a caveat for regulation. 
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The commentary could be further developed by elaborating on regulatory protection in relation to 

the interpretation of Principle 5. 

89. The Chair and the HCCH Deputy Secretary General reiterated  that the final outcome of this 

Joint Project was not clear at this stage. The Chair noted that the initial objective was to work on 

completing the existing framework, not necessarily making Principle 5 part of any future instrument. 

The HCCH Deputy Secretary General added that the HCCH does not have the mandate to amend or 

revise the PDAPL, including its Commentary, and noted that the discussion would instead entail an 

augmentation building upon Principle 5.  

90. One expert expressed reservations as to whether there was a necessity of augmenting the 

list of factors in Principle 5. It was highlighted that legal certainty, predictability, and transparency 

would be more effectively achieved through a small number of factors rather than by identifying and 

including every conceptually relevant connecting factor.  

91. However, most experts supported the view that the introduction of multiple connecting 

factors would provide more guidance. As to the connecting factors, experts highlighted (i) the 

difficulties in finding connecting factors that were sufficiently relevant and could be ascertained ex-

ante, and (ii) if there was a choice of law, who would decide what the choice of law was, and how it 

would be consented to by the users. It was pointed out that these complexities were exacerbated in 

decentralised systems. 

92. The list of five possible connecting factors was discussed for digital assets as a whole. Some 

experts queried whether the list envisaged an order of priority among the connecting factors. It was 

stressed that it was not clear whether the location of control was the closest or most important 

connecting factor, but it was suggested to consider an order by taking into account (i) the nature of 

the digital asset, (ii) the existence and type of link, and (iii) the type of linked asset. 

93. One expert noted that the location where the digital asset was stored might be of use, 

especially when the asset was not based on a DLT system. Many experts expressed concerns for 

fictionalised sites, such as the location of a digital asset, due to the difficulties in ascertaining 

applicable law in cases of distributed ledgers across the globe. Specifically for the use of the storage 

location, it was stressed that the connecting factor could easily be evaded by changing the storage 

location and consequently the applicable law. It was noted that, in light of practical and legal 

challenges, the practice of designing regulations and directives on electronic commerce in the 

European Union had systematically rejected the idea of the technological devices used for storing the 

information, including cloud-based systems. 

94. Many experts recommended using the location of the person in control of the DA, despite the 

inherent difficulties and nuances of the concept of location. Consistent with the system of digital 

assets, control was considered to be a factual link and therefore the most coherent place to locate 

the digital asset. Similar to assignments of receivables, the concept of “location” could include the 

principal place of business, chief executive office, domicile, place of incorporation, real seat, etc. In 

the case of multiple parties in control, it was suggested to resort to the bottom of the waterfall or to 

the closest connection. 

95. Some experts supported the view that, for the entities falling within a regulation, the location 

of the regulated entity or the jurisdiction that imposed that regulation could constitute a connecting 

factor. This could promote smooth interaction between the applicable commercial law and the 

applicable regulatory law. It was pointed out that the place of establishment of regulated entities 

would be consistent with the market structure and would increase certainty in relation to the parties 

involved. The parties would be in a position to know in advance the person or entity participating in 

the market, which would be held responsible. One expert noted that this suggestion could overlap 
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with Principle 5(1)(c) in case of a regulated issuer. Another expert opposed this by noting that focus 

on the parties would not be appropriate for proprietary issues.  

96. The Chair queried whether expert envisaged an order of priority between the connecting 

factors of the location of control and location of the regulated entity, in case there was an entity 

involved but there was no applicable regulation. One expert stressed that these connecting factors 

would apply in different cases. Another expert suggested that the ranking of the connecting factors 

should not changeable at the will of the parties, in order to preserve predictability. 

97. Some of the experts suggested that the Joint Project should continue in order to allow the 

experts to reflect on how any additional factors would fit into Principle 5. One expert suggested to 

introduce new connecting factors before or after Principle 5 (1)(c). Some expert emphasised that the 

policy decisions made in the drafting of Principle 5 should not be changed. These experts therefore 

suggested that further criteria and connecting factors be added only to the bottom of the waterfall, 

which envisaged the private international law rules of the forum and thus were not drafted in the 

light of a policy decision.  

98. Other experts were in favour of either adding commentary to the existing PDAPL, or 

potentially revising the existing Commentary in the future, should the technological developments 

require so. Many experts recognised the advantages of hard-law instruments, especially their position 

and hierarchy in a legal system, but others highlighted the high risks of failure.    

99. The Chair clarified that the PDAPL were a UNIDROIT instrument recently approved by the 

UNIDROIT Governing Council and were not intended to be amended. Besides, the instrument had 

already received strong support from many countries. He clarified that, subject to the approval of 

the UNIDROIT Governing Council, Principle 5 could only be enhanced, for example by further 

developing the Commentary, or adding criteria to the bottom of the waterfall, while maintaining the 

policy choices.  

100. In light of quick technological developments, experts observed a gap in Principle 5 in relation 

to decentralised finance (DeFi) issues and suggested to conduct work to supplement it. Specifically, 

it was noted that the waterfall did not provide a solution in decentralised systems, such as those 

built on Ethereum, because of the absence of a bilateral legal relationship between the operator and 

the user. Experts addressed the example of MakerDAO issuing DAI stablecoins and noted that 

MakerDAO had no legal entity and could not be considered a “legal” issuer for the purposes of the 

connecting factors of Principle 5. It was noted that such cases would also create problems in the 

application of Principle 5(1)(b) because if digital assets with no issuer were traded on an exchange, 

the exchange could be considered a system under Principle 5(1)(b). In the same vein, it was stressed 

that the connecting factors related to control and location, as listed earlier, might not be useful for 

DeFi.  

101. The HCCH Deputy Secretary General suggested to undertake a mapping exercise of all the 

missing connecting factors that might be considered, including the location of regulatory authority, 

which was proposed during the meeting. She added that this should not be specifically about DeFi 

but should broadly include permissionless distributed systems in general. She then referred to 

preliminary document that had been prepared by the Permanent Bureau of the HCCH in 2020, which 

contained an overview of connecting factors and which could prove to be a useful tool in the exercise. 

Jurisdiction, recognition and enforcement 

102. Opening the discussion on jurisdiction, recognition and enforcement, the Chair and the HCCH 

Deputy Secretary General clarified that the Joint Project should cover the issues only to the extent 

necessary to complement issues of applicable law. It was further noted that any solution should be 

coordinated with existing and parallel works of the HCCH, UNIDROIT and other organisations, 
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particularly UNCITRAL. Special reference was made to the UNIDROIT Project on Best Practices of 

Effective Enforcement, the HCCH Jurisdiction Project and UNCITRAL’s work on asset-tracing and 

applicable law matters for insolvency.  

103. Regarding jurisdiction, one expert stressed that excluding it from the scope of the Joint 

Project could result in the situation that courts would automatically apply the domestic law. The 

HCCH Deputy Secretary General appreciated this comment and noted that jurisdiction was within the 

mandate of the HCCH and that, if the experts of this Joint Project considered it important, and if it 

did not fall within the scope of other existing projects, the Permanent Bureau of the HCCH would 

take the matter forward and would seek approval for a mandate to include it in either this Joint 

Project or a new one. 

104. Some experts followed up on this and highlighted the importance of exploring issues related 

to jurisdiction. In light of several proprietary issues which had emerged in cases of insolvency, fraud 

or hacking of intermediaries, where the courts had doubts on the connecting factors for the 

jurisdiction, further work on jurisdiction was considered necessary. It was suggested to achieve this 

through commentary. The Chair supported this position and added that the HCCH could then go 

beyond the commentary, and potentially and separately produce a hard-law instrument, if deemed 

necessary. 

105. Other experts observed that a disconnect might occur between jurisdiction and choice-of-law 

issues, especially in relation to specific connecting factors such as the location of the person in control 

against whom the claim would be brought. In the context of claiming ownership on a digital asset, 

the idea of the person in control could lead to unpredictable results.  

106. The discussion turned to the situation of public blockchains where no issuers existed, nor any 

entities with legal personality. The Chair shared this concern and queried on how to deal with asset 

tracing in those cases. Experts identified two main challenges in relation to jurisdiction and 

enforcement: (i) identifying against whom to start legal proceedings and (ii) how to enforce against 

unknown persons or entities, considering the difficulties in re-obtaining control. The HCCH Deputy 

Secretary General referenced the HCCH 1965 Service Convention, which could be a useful tool in 

considering the first issue. She noted that the matter of reaching the digital assets was considered 

to be more challenging because of the regulatory mechanisms, as opposed to the distributed ledger 

systems which are not intended to be interfered with. For policy reasons, she recommended putting 

forward frameworks which could be enforced in a distributed system.  

107. Regarding recognition issues, one expert noted the situation where a jurisdiction did not 

recognise an order to re-possess a digital asset because that asset was not considered an asset in 

another jurisdiction and therefore was not susceptible to being re-possessed. 

Summary and additional discussion 

108. The Chair drew some preliminary conclusions. While opinions varied as to the respective 

advantages and disadvantages of soft-law instruments as opposed to a hard-law instruments, it was 

clear that the form of the instrument would considerably impact on its content, with a need for much 

more explanation in the case of a soft-law instrument. In any event, it was clearly stated that there 

was no need for to reach consensus on the form of the output of the Joint Project at this stage. There 

was consensus in the room about the desirability of doing work on applicable law and linked assets, 

including by defining connectors to identify the law applicable to the link. Doubts were raised about 

the desirability of doing work on contractual matters, except where they related to aspects that were 

peculiar to DA and their use in the digital economy, in particular as regards issues of smart contracts, 

automated contracts, expression of consent on digital platforms, and distributed ledgers.  
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109. One expert pointed out that the Project should leave space for different speeds, depending 

on the areas of work, as well as elaborate on the role of conflicts of law, but also consider that there 

were moving targets that would not yet solidify in the next few years. Another expert reminded the 

group that there was enough support among the experts to consider contractual aspects and assess 

the application of existing rules when very specific aspects came into play that were connected to 

digital asset transactions (decentralisation, difficulty to recognise the parties), connecting factors 

(location of the DA or location of the person in control), choice of law and party autonomy (choice of 

law coded into a smart contract, joining a platform and valid choice of law, effects on third parties). 

The HCCH Deputy Secretary General noted, in this regard, that UNCITRAL was doing work on smart 

contracts.    

110. The point was made that the group should work in a first phase on business-to-business 

transactions and, in a second phase, look at the consequences of a transaction occurring with 

consumers or with SMEs, i.e. in a context of economic dependency or asymmetry. The concept of 

“digital vulnerability” was recalled, as a subset of “weaker party protection”.  

111.  The Chair added that he found support to deal with tortious issues, limiting the attention to 

property and contractual torts, as requested by the specificities of the DA context, and for seeking 

more granularity in the definitions. As to the definition of tokens, some experts agreed that the 

notion would fall within the definition of DA as possible objects of proprietary rights under the PDAPL, 

and they could be defined as a subset of DA. It was proposed to examine a mechanism for the 

constant updating of the definitions in the future instrument, in order to capture the evolving 

technological landscape, even though this might result in being burdensome, based on the Institute’s 

experience.  

Item 4 on the Agenda:  Organisation of future work  

112.   The Chair declared closed the discussion on the iterated Scope Paper and proposed to 

discuss item 4 on the Agenda. He confirmed that, as a next step, the summary conclusions of the 

meeting would be drafted based on the three days’ discussion, and later circulated for revision and 

approval. The Chair also read a proposal by an expert to organise intersessional work of three or 

four small working groups of two or three people that would undertake some preliminary work to 

advance the project and provide feedback and input to the documents that had to be presented to 

the organisations’ respective governing bodies. In the alternative, it was proposed to proceed with 

individual written comments. After some discussion, the experts decided to postpone intersessional 

work until the future mandate and scope of the Joint Project were clarified.  

Item 5 on the Agenda:  Any other business  

113. No other issues were brought to the Chair’s attention. 

Item 6 on the Agenda:  Closing of the meeting  

114. The Chair closed the meeting at 11.50 CEST on 4 October 2023. 
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